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VPN Ivanti Secure
Description
For security purposes, the access to some UNIL or FBM resources is restricted. To access, your equipment
(computer, tablet, phone) must be connected on the UNIL network.
You can work from outside UNIL as if you were at UNIL using the UNIL's VPN (Virtual Private Network):
crypto.unil.ch. This secured connection allows you to access all FBM resources (NAS, FBM applications, etc.) and
to freely use the internet on several Swiss train stations and some hotels. Ivanti Secure Access is an
application installed by default on every FBM equipment that allows you to configure VPN access on any kind of
equipment (OSX, Windows, Linux, Android, iOS, Windows phone).

Installing and starting the VPN

VPN installation guide at UNIL (Mac, Windows, Mobile, etc.) (
VPN Mac private CHUV (restricted access)
VPN Windows private CHUV (restricted access)

For more information, please refer to the documentation of UNIL's IT Center (Ci).
Working with VPN connection
Once you get the VPN connection, you can start to work as if your were working on the UNIL netwrok. For
example, you can:

access your files on NAS
access the PyRAT application
access the FBM applications

https://en.wikipedia.org/wiki/Virtual_private_network
https://www.unil.ch/ci/reseau-unil-chez-soi#guides-dinstallation
https://tribu.chuv.ch/docs?UniqueId=86BD5BCB-C46F-41A6-A30B-D4EC2AAE06B9
https://tribu.chuv.ch/docs?UniqueId=129D8FA2-14AB-452C-8F13-20C33D3AD01D
https://www.unil.ch/ci/reseau-unil-chez-soi
https://wwwfbm.unil.ch/wiki/si/en:public:services:stockage
https://wwwfbm.unil.ch/wiki/si/en:public:services:pyrat
https://wwwfbm.unil.ch/wiki/si/en:public:services:applications_fbm
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